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Datenschutzerkldarung Gaste WLAN der Gropius Passagen, Berlin
1. Datenschutz auf einen Blick
Allgemeine Hinweise

Die folgenden Hinweise geben einen einfachen Uberblick dariiber, was mit Ihren
personenbezogenen Daten passiert, wenn Sie sich an dem Gaste-WLAN der Gropius
Passagen anmelden. Personenbezogene Daten sind alle Daten, mit denen Sie personlich
identifiziert werden kénnen. Ausflihrliche Informationen zum Thema Datenschutz enthehmen
Sie unserer unter diesem Text aufgefliihrten Datenschutzerklarung.

Datenerfassung in unserem Gaste-WLAN
Wer ist verantwortlich fiir die Datenerfassung im Gaste-WLAN der Gropius Passagen?

Die Datenverarbeitung fur die Anmeldung an dem Gaste-WLAN der Gropius Passagen erfolgt
durch den Betreiber des WLANs. Dessen Kontaktdaten kdnnen Sie dem Abschnitt ,Hinweis
zur Verantwortlichen Stelle“ in dieser Datenschutzerklarung entnehmen.

Wie erfassen wir lhre Daten?
lhre Daten werden zum einen dadurch erhoben, dass Sie uns diese mitteilen.

Andere Daten werden automatisch oder nach |hrer Einwilligung nach der Anmeldung an
unserem WLAN durch unsere IT-Systeme erfasst. Das sind vor allem technische Daten (z. B.
Ihre E-Mail-Adresse, die MAC-Adresse lhres Systems, die lhnen zugewiesene IP-Adresse
oder die Uhrzeit lhrer Anmeldung). Die Erfassung dieser Daten erfolgt automatisch, sobald Sie
sich an unserem WLAN anmelden.

Wofiir nutzen wir lhre Daten?

Ein Teil der Daten wird erhoben, um eine fehlerfreie Bereitstellung des WLANs zu
gewahrleisten. Andere Daten kdénnen zur Analyse lhres Nutzerverhaltens und zur
Nachverfolgung einer missbrauchlichen Nutzung des WLANs verwendet werden.

Welche Rechte haben Sie beziiglich Ihrer Daten?

Sie haben jederzeit das Recht, unentgeltlich Auskunft Gber Herkunft, Empfanger und Zweck
Ihrer gespeicherten personenbezogenen Daten zu erhalten. Sie haben aulerdem ein Recht,
die Berichtigung oder Léschung dieser Daten zu verlangen. Wenn Sie eine Einwilligung zur
Datenverarbeitung erteilt haben, kénnen Sie diese Einwilligung jederzeit fir die Zukunft
widerrufen. AuRerdem haben Sie das Recht, unter bestimmten Umstanden die Einschrankung
der Verarbeitung lhrer personenbezogenen Daten zu verlangen. Des Weiteren steht Ihnen ein
Beschwerderecht bei der zustandigen Aufsichtsbehdrde zu.
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Hierzu sowie zu weiteren Fragen zum Thema Datenschutz kdnnen Sie sich jederzeit an uns
wenden.

2. Technische Bereitstellung
Far die Bereitstellung des WLANs nutzen wir folgenden Anbieter:
Verwaltung des WLANSs

Far die Verwaltung des WLANs und die Verwaltung der Gastezugange verwenden wir einen
externen Dienstleister.

Die Nutzung des Dienstleisters erfolgt zum Zwecke einer sicheren, schnellen und effizienten
Bereitstellung unseres WLANs durch einen professionellen Anbieter (Art. 6 Abs. 1 lit. f
DSGVO). Sofern eine entsprechende Einwilligung abgefragt wurde, erfolgt die Verarbeitung
ausschlief3lich auf Grundlage von Art. 6 Abs. 1 lit. a DSGVO. Die Einwilligung ist jederzeit
widerrufbar.

Unser Dienstleister wird bzw. werden |hre Daten nur insoweit verarbeiten, wie dies zur
Erflllung seiner Leistungspflichten erforderlich ist und unsere Weisungen in Bezug auf diese
Daten befolgen.

Wir setzen folgende(n) Hoster ein:

Purple Wifi Ltd

First Floor
Sandringham House
Hollins Brook Park
Pilsworth Road
Bury, BL9 8RN

United Kingdom

Auftragsverarbeitung

Wir haben einen Vertrag Uber Auftragsverarbeitung (AVV) zur Nutzung des oben genannten
Dienstes geschlossen. Hierbei handelt es sich um einen datenschutzrechtlich
vorgeschriebenen Vertrag, der gewahrleistet, dass dieser die personenbezogenen Daten
unserer Websitebesucher nur nach unseren Weisungen und unter Einhaltung der DSGVO
verarbeitet.

3. Allgemeine Hinweise und Pflichtinformationen

Datenschutz
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Die Betreiber des WLANs nehmen den Schutz |hrer persénlichen Daten sehr ernst. Wir
behandeln lhre personenbezogenen Daten vertraulich und entsprechend den gesetzlichen
Datenschutzvorschriften sowie dieser Datenschutzerklarung.

Wenn Sie unser Gaste-WLAN der Gropius Passagen benutzen, werden verschiedene
personenbezogene Daten erhoben. Personenbezogene Daten sind Daten, mit denen Sie
personlich identifiziert werden kdnnen. Die vorliegende Datenschutzerklarung erldutert,
welche Daten wir erheben und wofir wir sie nutzen. Sie erlautert auch, wie und zu welchem
Zweck das geschieht.

Wir weisen darauf hin, dass die Datentbertragung im Internet (z. B. bei der Kommunikation
per E-Mail) Sicherheitsliicken aufweisen kann. Ein llickenloser Schutz der Daten vor dem
Zugriff durch Dritte ist nicht moglich.

Hinweis zur verantwortlichen Stelle
Die verantwortliche Stelle fir die Bereitstellung des Gaste-WLANSs der Gropius Passagen ist:

Pradera Centre Management Germany GmbH
Johannisthaler Chaussee 317
12351 Berlin

Telefon: +49 (0) 30 6706664 0
E-Mail: gropius-passagen@pradera.com

Verantwortliche Stelle ist die natlrliche oder juristische Person, die allein oder gemeinsam mit
anderen Uber die Zwecke und Mittel der Verarbeitung von personenbezogenen Daten (z. B.
Namen, E-Mail-Adressen o. A.) entscheidet.

Speicherdauer

Soweit innerhalb dieser Datenschutzerklarung keine speziellere Speicherdauer genannt
wurde, verbleiben lhre personenbezogenen Daten bei uns, bis der Zweck fir die
Datenverarbeitung entfallt. Wenn Sie ein berechtigtes Ldschersuchen geltend machen oder
eine Einwilligung zur Datenverarbeitung widerrufen, werden lhre Daten geléscht, sofern wir
keine anderen rechtlich zulassigen Grinde fur die Speicherung |hrer personenbezogenen
Daten haben (z. B. steuer- oder handelsrechtliche Aufbewahrungsfristen); im letztgenannten
Fall erfolgt die L6schung nach Fortfall dieser Griinde.

Allgemeine Hinweise zu den Rechtsgrundlagen der Datenverarbeitung in dem Gaste-
WLAN der Gropius Passagen

Sofern Sie in die Datenverarbeitung eingewilligt haben, verarbeiten wir I|hre
personenbezogenen Daten auf Grundlage von Art. 6 Abs. 1 lit. a DSGVO bzw. Art. 9 Abs. 2
lit. a DSGVO. Im Falle einer ausdricklichen Einwiligung in die Ubertragung
personenbezogener Daten in Drittstaaten erfolgt die Datenverarbeitung auflerdem auf
Grundlage von Art. 49 Abs. 1 lit. a DSGVO. Des Weiteren verarbeiten wir lhre Daten, sofern
diese zur Erflllung einer rechtlichen Verpflichtung erforderlich sind auf Grundlage von Art. 6
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Abs. 1 lit. ¢ DSGVO. Die Datenverarbeitung kann ferner auf Grundlage unseres berechtigten
Interesses nach Art. 6 Abs. 1 lit. f DSGVO erfolgen. Uber die jeweils im Einzelfall einschlégigen
Rechtsgrundlagen wird in den folgenden Absatzen dieser Datenschutzerklarung informiert.

Datenschutzkontakt

Sie kénnen sich mit Ihren Fragen zum Datenschutz beziiglich dieser Webseite an folgenden
Kontakt wenden:

Christian Schosnig

SCALTEL SNS Systems GmbH
Buchenberger Str. 18

87448 Waltenhofen

Telefon: +49 (0)6134 50789 24
E-Mail: datenschutz@sns-systems.de

Empfanger von personenbezogenen Daten

Im Rahmen unserer Geschéaftstatigkeit arbeiten wir mit verschiedenen externen Stellen
zusammen. Dabei ist teilweise auch eine Ubermittiung von personenbezogenen Daten an
diese externen Stellen erforderlich. Wir geben personenbezogene Daten nur dann an externe
Stellen weiter, wenn dies im Rahmen einer Vertragserfiillung erforderlich ist, wenn wir
gesetzlich hierzu verpflichtet sind (z. B. Weitergabe von Daten an Steuerbehdrden), wenn wir
ein berechtigtes Interesse nach Art. 6 Abs. 1 lit. f DSGVO an der Weitergabe haben oder wenn
eine sonstige Rechtsgrundlage die Datenweitergabe erlaubt. Beim Einsatz von
Auftragsverarbeitern geben wir personenbezogene Daten unserer Kunden nur auf Grundlage
eines gultigen Vertrags Uber Auftragsverarbeitung weiter. Im Falle einer gemeinsamen
Verarbeitung wird ein Vertrag Uber gemeinsame Verarbeitung geschlossen.

Widerruf lhrer Einwilligung zur Datenverarbeitung

Viele Datenverarbeitungsvorgange sind nur mit lhrer ausdriicklichen Einwilligung
moglich. Sie koénnen eine bereits erteilte Einwilligung jederzeit widerrufen. Die
RechtmaBigkeit der bis zum Widerruf erfolgten Datenverarbeitung bleibt vom Widerruf
unberuhrt.

Widerspruchsrecht gegen die Datenerhebung in besonderen Fallen sowie gegen
Direktwerbung (Art. 21 DSGVO)

WENN DIE DATENVERARBEITUNG AUF GRUNDLAGE VON ART. 6 ABS. 1 LIT. E ODER
F DSGVO ERFOLGT, HABEN SIE JEDERZEIT DAS RECHT, AUS GRUNDEN, DIE SICH
AUS IHRER BESONDEREN SITUATION ERGEBEN, GEGEN DIE VERARBEITUNG IHRER
PERSONENBEZOGENEN DATEN WIDERSPRUCH EINZULEGEN; DIES GILT AUCH FUR
EIN AUF DIESE BESTIMMUNGEN GESTUTZTES PROFILING. DIE JEWEILIGE
RECHTSGRUNDLAGE, AUF DENEN EINE VERARBEITUNG BERUHT, ENTNEHMEN SIE
DIESER DATENSCHUTZERKLARUNG. WENN SIE WIDERSPRUCH EINLEGEN, WERDEN
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WIR [IHRE BETROFFENEN PERSONENBEZOGENEN DATEN NICHT MEHR
VERARBEITEN, ES SEI DENN, WIR KONNEN ZWINGENDE SCHUTZWURDIGE GRUNDE
FUR DIE VERARBEITUNG NACHWEISEN, DIE IHRE INTERESSEN, RECHTE UND
FREIHEITEN UBERWIEGEN ODER DIE VERARBEITUNG DIENT DER
GELTENDMACHUNG, AUSUBUNG ODER VERTEIDIGUNG VON RECHTSANSPRUCHEN
(WIDERSPRUCH NACH ART. 21 ABS. 1 DSGVO).

WERDEN IHRE PERSONENBEZOGENEN DATEN VERARBEITET, UM
DIREKTWERBUNG ZU BETREIBEN, SO HABEN SIE DAS RECHT, JEDERZEIT
WIDERSPRUCH GEGEN DIE VERARBEITUNG SIE BETREFFENDER
PERSONENBEZOGENER DATEN ZUM ZWECKE DERARTIGER WERBUNG
EINZULEGEN; DIES GILT AUCH FUR DAS PROFILING, SOWEIT ES MIT SOLCHER
DIREKTWERBUNG IN VERBINDUNG STEHT. WENN SIE WIDERSPRECHEN, WERDEN
IHRE PERSONENBEZOGENEN DATEN ANSCHLIESSEND NICHT MEHR ZUM ZWECKE
DER DIREKTWERBUNG VERWENDET (WIDERSPRUCH NACH ART. 21 ABS. 2 DSGVO).

Beschwerderecht bei der zustandigen Aufsichtsbehorde

Im Falle von Verstofien gegen die DSGVO steht den Betroffenen ein Beschwerderecht bei
einer Aufsichtsbehdrde, insbesondere in dem Mitgliedstaat ihres gewdhnlichen Aufenthalts,
ihres Arbeitsplatzes oder des Orts des mutmallichen VerstoRes zu. Das Beschwerderecht
besteht unbeschadet anderweitiger verwaltungsrechtlicher oder gerichtlicher Rechtsbehelfe.

Recht auf Datenubertragbarkeit

Sie haben das Recht, Daten, die wir auf Grundlage Ihrer Einwilligung oder in Erflllung eines
Vertrags automatisiert verarbeiten, an sich oder an einen Dritten in einem gangigen,
maschinenlesbaren Format aushandigen zu lassen. Sofern Sie die direkte Ubertragung der
Daten an einen anderen Verantwortlichen verlangen, erfolgt dies nur, soweit es technisch
machbar ist.

Auskunft, Berichtigung und Léschung

Sie haben im Rahmen der geltenden gesetzlichen Bestimmungen jederzeit das Recht auf
unentgeltliche Auskunft Gber lhre gespeicherten personenbezogenen Daten, deren Herkunft
und Empfanger und den Zweck der Datenverarbeitung und ggf. ein Recht auf Berichtigung
oder Loéschung dieser Daten. Hierzu sowie zu weiteren Fragen zum Thema
personenbezogene Daten kénnen Sie sich jederzeit an uns wenden.

Recht auf Einschrankung der Verarbeitung

Sie haben das Recht, die Einschrankung der Verarbeitung lhrer personenbezogenen Daten
zu verlangen. Hierzu kdnnen Sie sich jederzeit an uns wenden. Das Recht auf Einschrankung
der Verarbeitung besteht in folgenden Fallen:

e Wenn Sie die Richtigkeit lhrer bei uns gespeicherten personenbezogenen Daten
bestreiten, bendétigen wir in der Regel Zeit, um dies zu Uberprifen. Fur die Dauer der
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Prifung haben Sie das Recht, die Einschrankung der Verarbeitung Ihrer
personenbezogenen Daten zu verlangen.

e Wenn die Verarbeitung Ihrer personenbezogenen Daten unrechtmalig
geschah/geschieht, kénnen Sie statt der Ldschung die Einschrankung der
Datenverarbeitung verlangen.

e Wenn wir Ihre personenbezogenen Daten nicht mehr bendtigen, Sie sie jedoch zur
Auslibung, Verteidigung oder Geltendmachung von Rechtsanspriichen bendtigen,
haben Sie das Recht, statt der Léschung die Einschrankung der Verarbeitung lhrer
personenbezogenen Daten zu verlangen.

e Wenn Sie einen Widerspruch nach Art. 21 Abs. 1 DSGVO eingelegt haben, muss eine
Abwagung zwischen lhren und unseren Interessen vorgenommen werden. Solange
noch nicht feststeht, wessen Interessen Uberwiegen, haben Sie das Recht, die
Einschrankung der Verarbeitung Ihrer personenbezogenen Daten zu verlangen.

Wenn Sie die Verarbeitung lhrer personenbezogenen Daten eingeschrankt haben, dirfen
diese Daten — von ihrer Speicherung abgesehen — nur mit lhrer Einwilligung oder zur
Geltendmachung, Auslibung oder Verteidigung von Rechtsanspriichen oder zum Schutz der
Rechte einer anderen naturlichen oder juristischen Person oder aus Grinden eines wichtigen
offentlichen Interesses der Europaischen Union oder eines Mitgliedstaats verarbeitet werden.

Widerspruch gegen Werbe-E-Mails

Der Nutzung von im Rahmen der Impressumspflicht verdffentlichten Kontaktdaten zur
Ubersendung von nicht ausdriicklich angeforderter Werbung und Informationsmaterialien wird
hiermit widersprochen. Die Betreiber der Seiten behalten sich ausdriicklich rechtliche Schritte
im Falle der unverlangten Zusendung von Werbeinformationen, etwa durch Spam-E-Mails,
vor.

4. Datenerfassung in unserem WLAN

Im Rahmen der Nutzung des Gaste-WLANs sowie der Anmeldung Utber ein Login-Portal
werden insbesondere folgende personenbezogene Daten verarbeitet:

E-Mail-Adresse

IP-Adresse des Endgerats

MAC-Adresse des Endgerats

Datum und Uhrzeit des Zugriffs

Dauer der Nutzung

Technische Verbindungsdaten (z. B. verwendeter Access Point)

Eine inhaltliche Auswertung der aufgerufenen Webseiten oder Kommunikationsinhalte findet
nicht statt.

5. E-Mail-Marketing
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Wenn Sie sich Uber die WLAN-Registrierungsseite fur Marketingangebote per E-Mail
anmelden mochten, bendétigen wir Ihre E-Mail-Adresse. Aufierdem bendtigen wir
Informationen, um zu Gberprifen, ob Sie der Inhaber der angegebenen E-Mail-Adresse sind
und dem Erhalt von Marketingangeboten per E-Mail zustimmen. Es werden keine weiteren
Daten erhoben, es sei denn, diese werden freiwillig angegeben. Wir verwenden diese Daten
ausschlieBllich, um lhnen die von Ihnen angeforderten Informationen zuzusenden, und geben
sie nicht an Dritte weiter.

Die Verarbeitung der in das Marketing-Anmeldeformular eingegebenen Daten erfolgt
ausschlief3lich auf Grundlage lhrer Einwilligung (Art. 6 Abs. 1 lit. a DSGVO). Sie kénnen lhre
Einwilligung zur Speicherung lhrer Daten und E-Mail-Adresse sowie deren Nutzung fir das
E-Mail-Marketing jederzeit widerrufen, beispielsweise Uber den Link ,Abmelden®in den E-
Mails. Die RechtmaRigkeit der bereits durchgefihrten Datenverarbeitungsvorgange bleibt
vom Widerruf unberihrt.

Die Daten, die Sie uns zum Zweck der Anmeldung zu unserem E-Mail-Marketing mitgeteilt
haben, werden von uns oder unserem Marketingdienstleister bis zu lhrer Abmeldung
gespeichert. Nach lhrer Abmeldung oder sobald der Zweck des Erhalts von
Marketingangeboten entfallt, werden lhre Daten aus dem E-Mail-Marketing-Verteiler
geldscht. Wir behalten uns das Recht vor, E-Mail-Adressen nach eigenem Ermessen aus
unserem E-Mail-Marketing-Verteiler zu |I6schen oder zu sperren. Dies erfolgt auf Grundlage
unseres berechtigten Interesses gemal Art. 6 Abs. 1 lit. f DSGVO.

Daten, die wir zu anderen Zwecken speichern, bleiben davon unberthrt.

Nach lhrer Abmeldung vom E-Mail-Marketing-Verteiler kann lhre E-Mail-Adresse von uns
oder unserem Marketingdienstleister auf eine Sperrliste gesetzt werden.



